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Merchant Agreement
Last update: 1 of July, 2018
Welcome to myPOS!

“myPOS Service” is a FinTech multi-banking platform providing acceptance of card-present and card-not-present payments
in various currencies with instant settlement in a single or multiple e-money account/s designated with IBANs and instant
access to cash via myPOS Card and credit transfers and direct debits, as well as other payment services, provided by licensed
Electronic Money Institutions or Credit Institutions (“Financial Institutions”), licensed by us to use myPOS Platform.

1. Legal relationship and Service:

1.1 This Merchant Agreement is between the Client and the Agent of the Member, Principal Member of Mastercard, VISA and
JCB, AMEX, Union Pay and others, as defined below in Definitions (hereinafter referred to as “us”, “we”, “our”, “Agent of the
Member”), entitled to provide Card Processing Services under EU Payment Services Directive and EU E-money Institutions
Directive.

1.2 “Account”, “myPOS Account” or “account for e-money”, means the business account for electronic money, to which
we shall settle the amounts due to Client from the Card Processing Services;

1.3. “Card Processing Services” or “Service” means the authorization and settlement of payments with the cards
(present and not-present) with the logo of the Card Organizations, subject to all terms of this Agreement and the Rules of the
Card Organizations;

1.4 Payout to Client of amounts collected via card acceptance: Subject to all terms and conditions of this Agreement
the Agent of the Member shall pay to Client the due amounts, collected via the Service, by crediting Client’s myPOS account
with a sum of electronic money that is equal to the amount due to Client. The amount due to Client equals the authorized and
settled by Card Organization sum less the applicable fees, charges, Reserve amounts and other possible claims that we might
have. Client may use the electronic money in Client’s account for transfer to bank account or transfer to other Client’s Account
or payment in Internet or payment on POS, or ATM cash withdrawal with Card.

1.5 The Payment Service is described in Section Definitions below in this Agreement and constitutes acquiring of payments
with cards with the logo of the Card organizations and of issuing of electronic money (e-money) by Financial Institutions,
opening of accounts for e-money in various currencies that the Financial Institutions support, internal money transfers within
myPOS system, SEPA credit transfers and SEPA direct debits, International money transfers via SWIFT, issuing and authorizing
of transactions with prepaid card with the logo of MasterCard, VISA, JCB and other Card Organizations and Mobile Application
for smart phones. A description of the main characteristics of the Service is also set out on the website for the Service.

1.5.1 The Value-added Services provided on myPOS platform by myPOS are Top-up of prepaid mobile and other services,
Private Label GiftCard, mobile apps on myPOS marketplace and other value-added services, offered via myPOS platform as
additional benefit to the Clients.

1.6 Client Information: Subject to all terms and conditions of this Agreement during the term of this Agreement we shall
provide to Client a Client’s online account on myPOS platform and a Mobile app for information, payment orders, control of the
security of payment instruments of Client, described below in this Agreement.

1.7 This Agreement does not regulate the online purchase of myPOS package physically or online from www.mypos.com or
from third parties’ websites. The purchase of myPOS package from www.mypos.com or from third parties websites is regulated
by a different agreement, available upon the online purchase. This Agreement regulates the provision of value added services
by myPOS platform and the e-money and payment services by us to Client who has registered for the Service successfully and
has agreed to this Agreement.

1.8 Use of the Service is subject to the Agreement. The Agreement will be effective from the date of acceptance by Client of
the User Agreement and this Legal Agreement for myPOS account ("Effective Date"). By accepting the Agreement, Client
agrees to use the Service in accordance with the requirements of the Agreement.

Client can accept the Agreement by:

(i) Clicking to ,Accept” or ,Agree” to the Agreement, where this option is made available to Client by us on the website for the
Service or via the Mobile Application for the Service. Clicking to Accept or Agree to the Agreement, where this option is made
available to Client by us on the website or Mobile Application for the Service represents an advanced digital signature made by
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Client and therefore the electronic document of the Agreement is deemed as duly signed by Client, or
(ii) Signing the Agreement on a hard copy, if requested by us; or

(iif) Actually using the Service. In this case, Client agrees that we will treat use of the Service by Client as acceptance of the
Agreement from the moment of first use of Service.

1.9 The specifics and functionalities of the Service are set out on the website for the Service. We may introduce innovations,
improvements, developments, new functionalities, upgrade accounts or amend the names of accounts or products unilaterally
and without the consent of Client, for which we shall inform Client via the website for the Service or via the Client’s online
account. We are not liable for lack of availability of the Service on mobile or smart devices, or inability to download or use the
Services via a particular smart device, or lack of Service or part of the Service, because of lack of Internet or because of mobile
operator services (such as SMS or other) or Client’'s hardware specifics or problems.

However, where a change to the Service constitutes a modification to the preliminary information to be presented to Client
prior to concluding this Agreement as required by the Law, or narrowing the Services, Client will be given notice by an email
sent to Client email address.

1.10 Privacy: Protecting Client’s privacy is very important to us. Client must read myPOS Privacy Policy, part of this Legal
Agreement, to better understand our commitment to maintain Client’s privacy, as well as our use and disclosure of Client’s
information.

1.11 Acceptance Policy: Detailed rules on the use of the Service are set out in Section Acceptance Policy in this Agreement,
and in the Acceptance Policy Section in the Merchant Agreement, available on the website for the Service.

1.12 Return Policy: In case Client does not wish to continue using the Service, Client must follow the instruction for
Termination of Agreement below in this Agreement and myPOS Return Policy, available on the website for the Service.

1.13 A copy of the Agreement will be provided to Client in printable form during the sign-up process. A copy of the Agreement,
as amended from time to time, is available to Client on the website for the Service and in the online account. Client may
request to be provided with a copy of the Agreement, and a link to the Agreement will be sent to Client email address for
printing.

1.14 The Agreement and all communication with Client will be in English language. Where we have provided Client with a
translation of the English-language version of the Agreement or communication, Client agrees that the translation is provided
only for Client convenience and that the English-language versions of the Agreement and communication will govern the
relationship with us. If there is any contradiction between the English-language version and a translation, the English-language
version takes precedence.

1.15 Client declares that Client is registering for the Service on Client’s behalf only and that Client is not acting on behalf or on
account of third party, unless Client makes registration for the Service on behalf and under the instruction of the legal entity of
which Client is employee or legal representative.

2. Eligibility. Registration, and using myPOS Service:

2.1 To be eligible for the Services, Client must (i) be a resident (address of Client’s registration) of one of the countries listed
on the website for the Service; and (ii) has full legal capacity to enter into a contract; and (iii) not be present on any black list
or sanctions lists, related to AML/FT purposes, officially published and notified by Regulators or our black lists of card fraudsters
or black lists of Card Organizations; and (iv) use the Service for Client’s legal business or professional activity.

2.2 For regulatory, risk and security reasons we may impose or change the limits unilaterally and without the consent of Client,
for which we shall inform Client via the website for the Service or via the Client’s online account, unless we are not permitted
by law to notify Client in certain cases. We are entitled at our sole discretion to decide whether or not to change the limits
following a customer’s request and we shall not be held liable by the Client in case of decline of such request.

2.3 Upon registration for the Service and during this Agreement, Client must provide current, complete and accurate
information, as requested by us and maintain it as current and accurate during use of the Service. In case of any changes in
information provided by Client, Client agrees to update the information in the online account without delay.

2.4 myPOS Account: Client agrees that the payout of amounts due to Client from Card Processing Services shall be settled to
Client’s myPOS Account.
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2.4.1 In case the Client is eligible and has more than one E-money account, provided by a different Financial Institution,
licensed for use of myPOS platform, the platform will visualize for Client’s convenience the total amount of all Client’s available
balances hold with the different Financial Institutions in primary currency selected by Client. This total amount is visualized
only for Client’s ease and does not represent E-money issued by a single Financial Institution.

2.4.2 Set-off. Client agrees that myPOS Service may set-off any of the amounts held in Client’s e-money accounts or currency
balances held or controlled by Client with any fees, charges or other amounts Client owes to any of the Financial Institutions or
us. In simple terms, our right to set-off means that we may deduct such fees, charges or other amounts due by the Client
under this Agreement or the other legal agreements from any of the account balances held or controlled by the Client. If such
as set-off will include a currency conversion we will convert the amount Client owes according to our currency exchange rate
for the date of the operation.

2.4.3 Client is solely responsible for all risks associated with maintaining Balances and e-money accounts in multiple
currencies (including, without limitation, the risk that the value of these Balances will fluctuate as exchange rates change,
which over time may result in a significant decrease in the value of the Balances). Client agrees that Client will not attempt to
use multiple currencies for speculative trading.

2.4.4 Security Interest. To secure Client’s performance of this Agreement, Client grants to us a legal claim against the funds in
Client’s Account as security for any amount Client may owe to us. This is known in legal terms as a “lien” on and “security
interest” in Client’s Account.

2.5. The Client agrees that the delivery of the Service and full use of the Service by Client shall be subject to the following
condition precedents, which are not exhaustively listed:

(i) For myPOS card-present POS terminal:

(a) Client has to select, order from Internet or from a distributor of myPOS and receive myPOS package, including card-present
POS terminal;

(b) Client has to register for myPOS account on www.mypos.com or www.mypos.eu and provide the information requested;

(c) Client must agree with this Agreement and with the User Agreement for myPOS Service, which is made electronically, via
means of distant communication provided on the Website for the Service, or sent via e-mail, or executed on hard copy (as may
be requested by us);

(d) Client must download and install myPOS Mobile app or other app (if such is designated by us) on a smart phone with iOS or
Android;

(e) Client must pass successfully the identification and verification procedure as per the internal rules of the Financial
Institution providing the e-money and payment services (see below) and Client and Client has to be accepted by us ;

(f) Client has to activate the myPOS card-present POS terminal and myPQOS prepaid business card following the instructions
given by us on the website for the Service and in the documents in the package or in Special Agreement/Instructions provided
by us;

(i) For the Service myPOS Online, such as myPOS Payment Request, myPOS PayLink, myPOS Button, myPOS Virtual, MOTO, e-
commerce, myPOS Checkout or similar card-not present transactions:

(a) Client has to register for Client’s account on www.mypos.com or www.mypos.eu and provide the information requested;

(b) Client must agree with this Agreement and with the User Agreement for myPOS Service, which is made electronically, via
means of distance communication provided on the Website for the Service, or sent via e-mail or executed on hard copy (as
may be requested by us);

(c) Client must download and install myPOS Mobile app or other app (if such is designated by us) on a smart phone with iOS or
Android;

(d) Client must pass successfully the identification and verification procedure as per the internal rules of the Financial
Institution providing the e-money and payment services (see below) and Client and Client has to be accepted by us;

(e) If required for some of the card-not present transactions Services, Client has to apply and/or integrate successfully with the
API of myPOS following the respective instructions, and to successfully complete the tests for the Service;
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2.6. ldentification and verification of the Client: We are legally obliged to identify and verify Client’s identity in compliance with
the applicable AML/FT laws, our Internal AML/FT rules and procedures and the applicable rules of the Card Organizations.

(i) For that purpose, we require identification and registration of Client’s data on our platform (web and mobile), such as, but
not exhaustively, names or company name, address, date of birth, citizenship, UIN, company number, TIN, registered e-mail
address and registered mobile number and other.

(ii) Then, Client or the authorized user opening the account must undergo a face-to-face video chat identification by the
employees of the Financial Institution or its sub-contractor designated in this Agreement and in the Privacy Policy. The personal
data, photos, pictures of Client and documents, which are collected during the video call are described in detail in myPOS
Privacy Policy, which is inseparable part of this Agreement. Client understands and agrees that in order to open account and
use myPOS Service, Client must pass successfully the identification and verification via the video call and all other checks, as
well as all ongoing AML/FT measures applied by us. We reserve our right to ask for any additional personal details, additional
documents including without limitation, originals or certified copies of proof of address, originals or notarized copies of ID
documents or other documents at any time.

(iii) Client agrees that the video call is only a part of the verification and that the Client’s identity will be verified by us via
independent sources, such as Company Registers, PEP registers, Dow Jones or similar databases, registers of Card
Organizations or other independent sources. Client agrees with such checks and will provide all assistance requested by us in
carrying out such checks. The Client agrees that we shall have full discretion in determining whether the Client is verified and
continues to be in compliance with anti-money-laundering/FT requirements. We are entitled to decline, stop or terminate
Service temporarily or in a permanent way in case of failure to complete the identification and verification process successfully
or due to any other risk, security or regulatory reasons, for which we shall not be liable. Upon successful completion of the
video call and until completion of the full verification procedure myPOS account and part of the Services will be accessible to
the Client only for information and testing of the Service purposes.

(iv) Client understands and agrees that myPOS Service, including the account and card/s, shall not be activated and available
until successful completion of the identification and verification procedures under our Internal AML/FT rules and procedures.
We reserve our right to ask for any additional documents, personal details, originals or notarized copies of ID documents or
other documents at any time.

2.7. At our discretion Client may be entitled to use part of the Service for testing purposes only prior to completion of full
approval of Client and/or client business activity, on the following conditions:

(i) Client’s use of the Service is only acceptance of payments with cards (acquiring) for a temporary period and only for the
purposes of testing the Service and/or integration. We shall Reserve the amounts received from the testing of the Service and
shall not pay them to Client prior to the completion of the verification procedure and

(i) Client may use the Service with limits imposed by us in the amount of 250 EUR (or the equivalent in other currency) limit or
other security limits accepting of payments with cards.

(iii) The Client understands and agrees that the amounts from acquired card payments during this testing period shall not be
credited as e-money in the Client’s account, but will be held in a Reserve account until the successful verification of Client after
which the amounts will be credited as e-money to the Client’s account. The Client shall be able to view the funds from
processed transactions in Client’s myPOS account. The Client agrees that when the specified limit is reached and the Client has
still not received verification confirmation we shall be entitled to suspend the acquiring services until successful completion of
the verification of Client.

(iv) If Client fails to satisfy the Client due diligence requirements within seven days of activation of the temporary access to the
Service, the Client’s right to temporarily use the Service shall automatically terminate and the Service shall not be available
until successful completion of the verification procedure as per our internal AML/FT rules.

2.8. In case the Client is successfully verified by us Client’'s myPOS account shall be automatically activated for which the Client
shall be notified accordingly. Nevertheless, we may require at any time additional information as a condition of the continued
use of the Service by the Client. Client agrees to provide such information without undue delay, as we may require in this
regard. The spending limits on the myPOS account (debit operations) are set out in the Tariff. The funding and receiving limits
(credit operations) are visible in the online account. To change the limits Client has to contact us via email, explain the reasons
for the requested change of limits and upon our discretion undergo verification with ePassport or other additional verification
as we may deem necessary.

2.90 After successful completion of the registration of Client and activation of the Service, Client has to make a test transaction
with own card in order to check the Service and the Client’s billing descriptor or other data about Client ("Client’s integrational
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data”) before the Services Commencement Date. Client is entitled to request a correction in Client’s integrational data within
two days following the test transaction. In case of lack of test transaction or request for correction of integrational data within
this term, it will be deemed, that Client has approved and agrees with the integrational data for the Client registered by us.

2.10 We shall inform Client via e-mail on completion of successful integration and tests, registration of Client by us with 3D
secure authorization schemes MasterCard Secure Code and Verified by VISA and J/Secure or other (if applicable) and shall
provide to Client personalized security characteristics for the Service.

2.11 We may suspend the Service for operational reasons such as maintenance by us, by the Financial Institutions or other
third parties, or because of an emergency or reasons related to fraud, risk or compliance. We will restore the suspended
Service as soon as reasonably practicable. The Client is responsible for taking backups of its offers, pricing and other data prior
to any suspension or maintenance work and for restoring any such data lost as a result of such suspension or maintenance
work. We shall not be liable for any direct or indirect loss or damage suffered by the Client or any other third party arising from
the suspension of the Service.

2.12 We will use all reasonable endeavors to correct any reported technical faults in the Service as soon as reasonably
practicable. However, we do not give any guarantees as to performance of the Service or any undertakings that the Service
will be continuously available or free of faults, as authorization process in some cases includes participation of third parties,
such as Card Organization and Card Issuers, which are not under our control.

2.13 Occasionally we may:

(a) for operational reasons, update the technical specification of the Service and/or update the manuals or documents related
to the Service; or

(b) require the Client to follow instructions which it believes are necessary for reasons of security or quality; or

(c) for operational or commercial reasons, make changes in the information provided for the Client, to which Client agrees by
entering into this Agreement or using the Service.

2.14 We may refuse to execute any payment transaction, payment order or other use of the Service if we have reasonable
grounds to suspect fraud, a breach of the Agreement or Regulations by Client or third party. Authorizations or payouts may
also be delayed due to compliance with obligations under applicable legislation or Regulations, including if we suspect that the
transaction involves fraud or illegal or non-acceptable activities. In the event that we refuse to execute a transaction or
payment order, Client will be notified, unless it is unlawful for us to do so or would compromise reasonable security measures.

2.15 Clients with specific businesses and Merchant category codes (MCC), such as Hotels, Cruise lines, Rent-a-Card and similar,
as provided by the Rules of the Card Organizations may be eligible for Pre-authorization transactions, offered as a part of the
Service. Such transactions will be available to Clients after our explicit approval for each Client. We have full discretion in the
assessment of the Client’s application for Pre-authorization transactions and may refuse this part of the Service to a Client or
stop offering with immediate effect this type of Service for security or compliance reasons, for which we shall not be liable for
whatsoever compensations to the Client.

3. Funding of account and Receipt of money:

3.1 Funding of Business accounts with amounts due by us to Client from acquiring services: Client agrees that
myPOS Account will be used to settle amounts due by the Member to Client from the acquiring services under this Agreement.

3.1.1 The amounts collected by the Service shall become due to Client and shall be paid by us to Client’'s account for e-money
via issuing of electronic money in the following business day:

(i) In case of transactions via myPOS Virtual or links or requests for payments - the business day of authorization of the
transaction by the Card Issuer which is usually the same day of the transaction;

(ii) In case of transactions via myPOS via payment card of the Card Organizations - the business day of authorization of the
transaction by the Card Issuer, which is usually the same day of the transaction.

3.1.2 In case of Pre-authorization transaction, the amount of the Pre-authorization operation is not received by us and is not
credited to the Client’s account until due completion of the Pre-authorization transaction in compliance with the Rules of the
Card Organizations and our requirements. The Client is obliged to perform a completion of the Pre-authorization transaction, by
confirming the transactions for the full or partial amount within 90 days from the date of the Pre-authorization transaction,
after which the amounts collected via the Service will be credited to the Client’s account. In case the Client does not complete



gOS
£

the Pre-Authorization transaction within the period specified above or cancels the Pre-authorization transaction (“Cancelation
of Pre-authorization”) the amount of this transaction shall not be credited to the Client’s account and the Client will be charged
with a fee for the cancellation, as provided in the Tariff.

3.1.3 The amounts due by us to Client, in exchange of which electronic money shall be issued, are calculated in the following
way: The amount received by us from acquiring or other payment services is decreased with the following amounts due by
Client to us:

(i) any fees, charges or compensations due by Client to us for the Services or in connection with this Agreement or other
Agreements with us; and

(ii) any charges and/or sums or payment amounts subject to chargebacks, reversals, refunds, reimbursements or any other
entitlements or on other legal grounds, or compensations or penalties to be paid by us to Sub-Contractors or Card
Organizations or other Regulators; and

(iii) any amounts subject to withhold by us, such as Reserve or Hold/Pending or withhold of amounts by us under this
Agreement or other Agreements with us or in compliance with the laws and Regulations.

3.1.5 Amounts, collected via the Services, which are withheld by us as Reserve or as Hold/Pending under this Agreement or
other Agreements or for compliance with laws or Regulations, are not yet due for payment from us to Client, until the reason
for withhold is rectified and such amounts represent conditional obligations of ours with regard to Client. Such amounts are not
considered as funds received by us in exchange of electronic money, therefore, they are not electronic money or available
balance in Client’s account for e-money or a claim of Client towards us until the reason for withholding or Reserve is rectified
and these amounts are credit to the Client’s account for e-money. Client shall be able to see the amounts withheld by us in
Client online account, in the Reserve account, as Reserve or Hold/Pending, where such amounts are displayed only for
information purposes and not as e-money balance. We shall inform the Client on the reasons for withholding of amounts,
unless it is unlawful for us to inform Client.

3.1.6 Amounts of Pre-authorization transactions are not credited to the Client’s account until due completion of the Pre-
authorization transaction and settlement to us, according to the Rules of the Card Organizations. Such amounts are not e-
money and are not available balance of e-money. Such amounts are displayed in a separate place in the online account of the
Client, who is approved for such transactions, under Tab “Pre-authorization” only for information purposes.

3.1.7 Nothing in this Agreement shall require us to provide any credit or overdraft facility to Client and it is not intended that
any such credit or overdraft will be granted.

3.2 Funding transactions: Client can order a credit transfer from a bank account to Client’s myPOS account for e-money
provided by us. Upon receipt of the amount of the transfer by us, we will issue electronic money in the same amount and
currency as the amount and currency received by us and in the same business day as the date of receipt of the funds by us.
We are not responsible for and do not control when we will receive the funds from Client’'s payment services provider and
whether the payment services provider of Client or correspondent banks will charge Client fees for the transfer and will transfer
the full amount to us. Client will be notified through information in the online account in the balance and transaction history on
the amount of issued money and date of credit operation.

3.3 Funding transactions, involving acquiring (if there are such)with some funding methods may be rejected or limited by us for
regulatory reasons (AML/FT), risk and security or to avoid conflict between various Services by us or on other grounds, or may
be rejected or delayed, for reasons beyond our control. We do not guarantee the acceptance of any particular funding method,
and may make changes or discontinue the acceptance of any particular funding method at any time and without prior notice to
Client, for which we are not liable.

3.4 Client agrees that Client cannot make a successful Chargeback after a funding transaction, on the ground “goods not
delivered or similar”, as the purchased e-money (purchased goods) is issued (delivered) by us upon receipt of funds.

3.10 Requests for payments: Client’s account may also be funded with e-money via receipt of money from Virtual myPQOS or
links for payment for card-not present payments. The Client can send a payment request or a link for payment via the Service,
which has an expiry date and amount set by the Client, and if the recipient agrees to pay to the Client, the payment will be
processed as a card-not present transaction on a secured platform myPOS. . Client understands and agrees that a sent link or
request for payment is not a promise or obligation on our behalf to debit the account or card of the recipient and that the
recipient of that link or request has to agree, open the link and make an e-commerce transaction with a valid card prior to the
expiry date of the payment request. We are not liable for late payments or refusals to pay via link or requests for payments.
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4. Refusal, reversal of unauthorized transaction and reversal of incorrect payment orders:

4.1 If we refuse to execute a payment, the refusal and, if possible, the reasons for it as well as the procedure for correcting any
factual mistakes that led to the refusal shall be notified to Client, unless prohibited by other relevant EU or national legislation.
We shall provide or make available the notification to Client via email or via the online account at the earliest opportunity. We
may charge a fee for providing additional information for such a notification if the refusal is objectively justified.

4.2 In case of unauthorized transaction we shall conduct a procedure for proving authentic and correct execution of payment
transaction and if this procedure is completed in favor of Client, we shall reverse the operation and return the amount to Client’
account, less the applicable fee in the Tariff, within the deadline provided in the law.

4.3 Client agrees that we may not be always able to reverse the amount of unauthorized transaction or incorrect payment
order, in cases, where the deadlines for chargeback or reversal procedures before the Card Organizations have expired or in
other cases per the rules of the respective Card Organization, in which cases we shall not owe Reversal or compensation to
Client.

4.4 When Client receives a payment:

(a) Client is liable to us for the full amount of the payment plus any Fees if the payment is later invalidated for any reason. In
addition to any other liability, if there is a Reversal, or if Client loses a Chargeback or Claim, Client will owe us an amount equal
to the Reversal, Chargeback or Claim and applicable fee as per the Tariff and other charges related to the Reversal,
Chargeback or Claim. We shall debit Client’s account to recover any amounts and fees, due by Client in connection to Reversal,
or Chargeback or Claim or Reserve, immediately and without prior notice;

(b) in case Client receives a payment to a sub-account, which the Client has disabled via the Service, we shall not be liable for
crediting the Client’s account. In such case we shall place the credit transfer as “pending” and shall request from the Client via
e-mail approval to credit one of the other sub-accounts in the same curriencies or other currencies and if there is no approval
via e-mail by the Client, we shall return the amount of the transaction to the original payer and may charge the Client with a
fee for reversal.

4.5 Client agrees that in case a payment transaction is not approved for some reason or client wishes to refund full or partial
amount, then the following rules shall apply:

(i) Reversal or refund of full amount of transaction - the amount of the transaction is refunded in the original type of currency;
or

(ii) Partial reversal or refund of amount of transaction - the amount subject to reversal or refund is refunded in the currency of
the transaction; or

(iii) If payment has been made with Card via debiting of linked Funding Instrument - the amount subject to reversal or refund is
refunded in the currency of Card; or

(iv) If payment has been made with e-money via debiting of linked Funding Instrument - the amount subject to reversal or
refund is refunded to Funding instrument if possible, or if not possible is refunded in Client’s account in the currency of the
transaction.

4.6 Chargebacks, Reversals, Refunds or Claims, related to the acquiring services:

4.6.1 Client acknowledges and agrees that Client may become liable to us for the full or partial amount of any payment,
received by us or Client from the Service plus any fees or charges if the payment is later invalidated for any legal reason,
including but not limited to charge back or reversal of a payment transaction, or chargeback of card-not-present transaction for
payment via the Links or Requests for payments, or on other legal ground. In addition to any other liability, if there is a
reversal, or if Client loses a chargeback or claim, Client will owe to us an amount equal to the reversal, chargeback or claim
and applicable fee as per the Tariff and other charges related to the reversal, chargeback or claim.

4.6.2 We are entitled to withhold amounts to be paid to Client or debit amounts from Client’s account, equal to the amounts
subject to chargeback, reversal, refund, any claim related to Pre-authorization transactions or MOTO or e-Commerce or other
claim, including the fee owed by Client and any fees and compensations paid to the Regulators, during the time of the
procedure or later on, notwithstanding if the amounts have already been credited to Client’s Account. Depending on the
outcome of the claim against us or the Client, we are entitled to:

(i) In case of successful chargeback, reversal, refund or claim, to reimburse the funds to the Payer or cardholder (or Card
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Organization) or other appropriate third party and charge Client for these amounts, including applicable fee, by deducting them
from the amounts due by us to Client or by debiting Client Account. In such case, we shall be entitled to debit the e-money
balance first in any currency and any account of the Client opened with us, and then the Reserve, if there is no sufficient funds
in the e-money balances. Alternatively:

(i) In case of charge back, reversal, refund or claim, which have been decided in a non-appealable way as not successful, to
release the withheld or blocked amounts to Client.

4.6.3 Client acknowledges that the validity of a chargeback, refund, reversal or claim will be determined by the relevant Card
Organization or other third party payment service provider and we will have no discretion on the matter. We are not liable to
Client in respect of any reimbursement to cardholder (or Card Organization), their payment service provider or other
appropriate third party because of a chargeback, refund, reversal or claim.

4.6.4 In case a cardholder escalates a chargeback or similar procedure before the Card Organization, under the rules for
arbitration procedure of the Card Organization, we shall inform Client on this and shall cooperate with Client in such procedure
as per the Regulations. All costs or fees incurred by us in such procedure, including the costs or fees, paid by cardholder, in
case of loss of the procedure, shall be on account of Client.

4.6.5 Client acknowledges and accepts that we may restrict or suspend the use of the Service and/or terminate this Agreement
immediately and without advance notice in the event that the levels of chargeback, refund, reversal or claims connected with
the Client website or offers are, in our sole opinion, excessive.

4.6.6 In case we have reasonable doubts or we receive information from Card Organizations or other Regulators for payments
with stolen cards, false cards, or unauthorized payments with cards or other irregularities in connection with Client website, we
have the right to withhold or block all due amounts to Client, including in Client Account and to start an investigation without
prior notice to Client. Client is obliged to cooperate us and present us all requested information related to the alleged fraud or
unauthorized payments. We have to complete our internal investigation within a reasonable period and has to inform Client on
the outcome. Client acknowledges and agrees that in some cases of violations we may be obliged to report Client websites to
registers of Card Organizations or other Regulators and terminate the Service for the Client, for which we shall not be liable.

4.7 Other rules for use of the Service:

4.7.1 Without prejudice to the above, Client agrees and acknowledges that the reporting and payment of any applicable taxes
arising from use of the Service and which by law are obligations of Client, is Client’s exclusive responsibility and liability. Client
hereby agrees to comply with any and all applicable tax laws.

4.7.2 We may at our discretion block the possibility for specific types of payment transactions in principle or in countries or in
some cases, in order to comply with risk and compliance requirements. We may, at our reasonable discretion (for example, for
fraud, risk and compliance reasons) impose limits on the amount of money Client can withdraw, transfer, receive or fund for a
certain period of time or for the whole period of use of Service.

4.7.3 Client acknowledges and agrees that: (a) The sales of Goods and Services are transactions between the Merchant and
Client and not with us, or any of our Branches, Agents or affiliates, unless we are expressly designated as a Seller (Merchant) in
the transaction (for example, purchase of other prepaid cards, such as GIFTCARD or other). We are not liable for the
performance of obligation of Merchants.

4.7.4 We shall provide to Client information on balance/s, IBAN numbers and other unique account identifiers, information on
acquired and settled transactions, information of payment transactions, history of transactions, status of account, status of
other payment instruments, notifications to Client and other important information via email to Client’s registered email or via
the online account of Client, via SMS to the registered mobile phone of Client or via the website for the Service.

4.7.5 Client will be able to view Client transactions free of charge in Client’s account transaction history, which is updated
regularly, and Client agrees not to receive paper statements. We shall send to Client registered e-mail on a monthly basis a
link to the Client’s account to check its balance and/or transaction history. Upon Client request we may, upon our discretion,
provide Client with additional statements, paper or otherwise, of the transactions but in this case, we may charge Client a
reasonable administration fee. We may charge Client a fee for other information services, different from the standard
information services, provided via the Service or additional services provided by us, as provided in the Tariff.

4.7.6 In case Client wishes to use an alternative method for two-factor authentication and receipt of one-time password, as
may be required by the Service, Client has to select this option from Client’s online account. Transactions, operations and
activities confir